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In torts, proximate causation, or legal cause, examines whether harmful negligent conduct is “closely enough related” to the damages that ensue. Torts professors often use the metaphor of a stone being thrown into a pond to explain this rather amorphous legal doctrine. The ripples the stone creates surrounding it are the direct result of the act of it being thrown. The stone tossed into the pond, i.e., a negligent act, created an effect which perpetuated via ripples to a long distance, forever changing the entire pond, i.e., causing close and far damages. Can all of those affected by the negligent act be compensated? Should they? It is up to proximate causation to determine if a ripple is too remote from the thrown stone to be viewed as its “direct” or “foreseeable” result. However, this does not provide the legal system with a lot of guidance. This is where network theory can be helpful.

Network theory holds great value when it comes to analyzing “accident networks” and the proximate nexus between the negligent conduct and the damages ensued. Network theory enables different stakeholders, such as regulators, judges, insurers, and policymakers, to visualize multifaceted legal scenarios in a manner that can assist them to better understand and evaluate the connections (edges) between the different entities (nodes) and their reciprocal relationships. In our case, the existence of a legal nexus between the negligent conduct and the harms that followed.

This Article offers to use network theory to enable the legal system to better justify and explain the results of their proximate causation tests via tangible measurements. Integrating network theory into the evaluation of proximate causation will ensure different stakeholders will better understand and internalize the value and importance of this important doctrine. It will provide a stronger basis for deciding that certain damages cannot be traced back to a negligent act as a matter of policy or fact. The core purpose of the proximate
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causation doctrine is to provide a “normative strainer” to prevent each and every one of us from being constantly liable for actions that perpetrated remotely from us. This Article aims to develop a network theory framework to better evaluate and implement this seminal doctrine.

I. INTRODUCTION

Cause and effect find their beginning and end in the limitless and unknowable.

—Judge Arthur G. Powell

It is said that a butterfly flapping its wings in one place can lead to a tornado half the world away. Whether this “butterfly effect theory” is real or plain myth, it embodies the basic notion that our actions have consequences, even far-reaching ones we did not think of or dare imagine. This relationship

1. Atlantic Coast Line R.R. Co. v. Daniels, 70 S.E. 203, 205 (Ga. Ct. App. 1911).
between cause and effect is of the utmost importance when dealing with negligence claims in tort law. A long causal chain exists between our actions and their influence upon the world, and some of these influences are bound to be negative and manifested in the form of damages. However, it is undesired from a normative perspective to hold one liable for all of these damages, even if the act that led to them was negligent. Proximate causation, also known as legal cause, acts as a “normative strainer” to prevent this type of scenario. It allows us to pursue social interactions, or even simply leave our house, without the constant fear of being held liable for far-reaching consequences of our actions.5

But how will we decide if a specific harm was proximately caused by a negligent act?6 The crux of proximate causation is well-explained by the seminal Palsgraf case.7 A man hurrying to catch a train jumped upon it as it was already leaving the station.8 He held a small package covered by a newspaper with no indication to its content.9 Two guards on the platform helped the man board the train—the first guard on the train reached forward to help him climb in, while the second guard on the platform pushed him from behind.10 As a result, the small package held by the passenger fell on the rails.11 This package, which contained fireworks, exploded upon contact with the rails.12 The shock of the explosion “threw down some scales at the other end of the platform many feet away. The scales struck the plaintiff, causing injuries [for which the suit was brought].”13 This peculiar situation led to damages,14 but the question whether we can establish a legal causation between the guards’ conduct and the harm that ensued is disputable.

In his majority opinion, Judge Cardozo stated that a negligent act did not happen, and therefore the question of proximate causation was foreign to the

6. This Article takes as a given the fact that a duty, a breach of duty, and causation-in-fact have all been established. It only focuses on the question of proximate cause.
8. Id. at 99.
9. Id.
10. Id.
11. Id.
12. Id.
13. Id.
14. Over the years, claims have been made that the factual background was grossly inaccurate. See, e.g., Michael I. Krauss, Palsgraf: The Rest of the Story, 9 Green Bag 2D 309 (2006); Prosser, Wade and Schwartz’s Torts: Cases and Materials 336 (13th ed. 2015). This Article refers to the facts as they were described by Judge Cardozo.
case. In contrast, in his dissenting opinion, Judge Andrews narrowed in on the question of proximate cause:

> What we do mean by the word ‘proximate’ is that, because of convenience, of public policy, of a rough sense of justice, the law arbitrarily declines to trace a series of events beyond a certain point. This is not logic. It is practical politics. . . . There is in truth little to guide us other than common sense.

Judge Andrews stated that proximate causation, at the very least, should be “something without which the event would not happen,” and that the court must seek “a natural and continuous sequence between cause and effect.” He continued to list several questions one should ask in an effort to evaluate the aforementioned cause and effect correlation:

> Was the one a substantial factor in producing the other? Was there a direct connection between them, without too many intervening causes? Is the effect of cause on result not too attenuated? Is the cause likely, in the usual judgment of mankind, to produce the result? Or, by the exercise of prudent foresight, could the result be foreseen? Is the result too remote from the cause, and here we consider remoteness in time and space.

These questions seem clear and straightforward, but they do not provide objective and understandable guidelines on how to evaluate proximate cause. Later, the Second Restatement provided greater subjectivity to judges by stating that “[t]he actor’s conduct may be held not to be a legal cause of harm to another where after the event and looking back from the harm to the actor’s negligent conduct, it appears to the court highly extraordinary that it should have brought about the harm.”

It is true that “the greater the distance either in time or space, the more surely do other causes intervene to affect the result.” It is also true that “an

---

15. Palsgraf, 162 N.E. at 103.
16. For a further discussion comparing the majority and minority opinions in the Palsgraf case and its implications in courts and law school years later, see Jonathan Cardi, The Hidden Legacy of Palsgraf: Modern Duty Law in Microcosm, 91 B.U. L. REV. 1873 (2011). Cardi concluded that Cardozo’s approach to examine foreseeability as part of the duty prong and not the proximate cause prong is the predominant one, though law schools and the Restatement practices contradicts it. Id. at 1890.
17. Palsgraf, 162 N.E. at 103–04.
18. Id. at 104.
19. Id. (citation omitted).
uncertain and waver ing line” must be drawn, but it remains unclear how and what are the rationales on how to draw this line. Judge Andrews heavily focused on intervening factors that may have severed the link between the act and the damage. But even without intervening factors, a negligent act can still be labeled external or not closely enough related to be the cause that led to the damage. In Palsgraf, Judge Andrews concluded that proximate causation was established because there was “a natural and continuous sequence—direct connection” between the explosion and the harm caused to the plaintiff standing on the platform. In Judge Andrews’ mind, Palsgraf was a foreseeable plaintiff. But as this Article shows, vague and abstract legal terms such as “natural” and “direct” do not provide a well-grounded foundation for decision-making. The hindsight bias is also significant once a judge or a jury evaluates whether proximate causation exists. If it actually happened, surely a reasonable man should have seen it coming. However, this is not always the case, and using external instruments, such as network theory, can assist in diminishing this prevalent bias in the realm of tort law.

These days, it seems that the common understanding of legal causation is reduced to whether “the injury was a natural and probable result of the negligence,” as well as examining if “there was no efficient intervening cause.” But this too does not explain what one should be looking for while evaluating proximate cause.

This Article addresses this important question and offers to use network theory to better evaluate the existence of proximate causation once negligence and damages occur. As will be elaborated, network theory studies the relationship (edges) between connected entities (nodes). It offers insights about the nature, foreseeability, and interconnectivity between nodes in a manner that can better establish the existence, or the lack thereof, of proximate causation. This Article presents and demonstrates how the common law system can utilize

22. Id.
23. Id. at 105.
24. See, e.g., Overseas Tankship (U.K.) Ltd. v. Miller Steamship Co. [1966] 1 AC 617, 643–44 (appeal taken from Wales) (“If a real risk is one which would occur to the mind of a reasonable man in the position of the defendant’s servant and which he would not brush aside as far-fetched, and if the criterion is to be what that reasonable man would have done in the circumstances, then surely he would not neglect such a risk if action to eliminate it presented no difficulty, involved no disadvantage, and required no expense.”).
the features of network theory, focusing on a tortfeasor node’s centrality and strength. By focusing on these features within a network, one can deduce that the more central a node is and the more connections it has with its neighboring nodes, the more foreseeable it is that his negligent actions will vibrate throughout the network and lead to damages of near and remote nodes. This will enable decisionmakers to properly envision, understand, and evaluate the normative causal nexuses connecting a tortfeasor node and a victim node. It will provide tools to decide whether that connection fulfills the proximate causation doctrine. In other words, this Article will help translate these features into measurable tools that can better justify decisions concerning the existence of legal causation.

The Article continues as follows. Part II provides a recap about the law of proximate cause, focusing on the tests suggested in the past concerning the evaluation of proximate cause, as well as the doctrine of intervening factors. Part III delves into the study of network theory and details its features as well as its different applications within the legal realm. Part IV combines proximate causation and network theory by discussing the way the latter can be used to better evaluate the former. This Part analyzes prominent examples of case law, as well as new technological scenarios, concerning legal causation questions using network theory features.

II. PROXIMATE CAUSATION: A RECAP

Negligence is comprised of four elements: a duty of care, a breach of said duty, causation, and damages. Causation is divided into two separate tests: actual causation, also known as causation-in-fact, and proximate or legal causation.27 This Article focuses on the way network theory can better evaluate and determine whether legal causation is established once a duty and a breach have been found. To do so, a brief recap of the doctrine of proximate causation doctrine is warranted.28

The Second Restatement of Torts states that one’s negligent act will be seen as a “legal cause” of a harm if the tortfeasor’s conduct “is a substantial factor in bringing about the harm, and . . . there is no rule of law relieving the actor

27. For a discussion about the difference between the two causation tests, see Snyder v. LTG Lufttechnische GmbH, 955 S.W.2d 252, 256 n.6 (Tenn. 1997).

from liability.”

The Third Restatement of Torts took a different approach and stated that “[a]n actor’s liability is limited to those [physical] harms that result from the risks that made the actor’s conduct tortious.”

The Tennessee Supreme Court has explained the essence of the legal causation test as follows:

Proximate or legal cause is a policy decision made by the legislature or the courts to deny liability for otherwise actionable conduct based on considerations of logic, common sense, policy, precedent and “our more or less inadequately expressed ideas of what justice demands or of what is administratively possible and convenient.”

Thus, the main role of this doctrine is to normatively limit the wide-scope liability obligations one might have in a world where only causation-in-fact exists. Factually, a certain negligent act can lead to various, different, and remote damages. The but-for test applied in the first step of causation-in-fact catches a lot of actions in the net of negligence. But as a policy matter, we do not wish to hold a person liable for every possible damage his or her actions may have caused. The common law tort system does not wish to hold a person liable if no appropriate relationship between the negligent act and the damages have been proven. The “appropriateness” of a relationship is usually evaluated through a policy lens held by the court, not through a factual one.

A. Directness, Foreseeability, and What’s in Between

In 1927, Professor Leon Green opened his book discussing the rationale of proximate causation by stating that “[i]t is no doubt generally felt that the whole subject of ‘proximate causation’ is a bogey, the sort of thing found only in

29. RESTATEMENT (SECOND) OF TORTS § 431 (AM. L. INST. 1965) (“The actor’s negligent conduct is a legal cause of harm to another if (a) his conduct is a substantial factor in bringing about the harm, and (b) there is no rule of law relieving the actor from liability because of the manner in which his negligence has resulted in the harm.”).

30. RESTATEMENT (THIRD) OF TORTS: LIABILITY FOR PHYSICAL HARM § 29 (AM. L. INST. 2010). Comment d is also relevant as it states:

[A]n actor should be held liable only for harm that was among the potential harms—the risks—that made the actor’s conduct tortious. . . . This limit on liability serves the purpose of avoiding what might be unjustified or enormous liability by confining liability’s scope to the reasons for holding the actor liable in the first place.

Id. at § 29 cmt. d.

31. Snyder, 955 S.W.2d at 256 n.6.

32. For an interesting explanation on why proximate causation has persisted despite its longstanding criticism, see Jessie Allen, The Persistence of Proximate Cause: How Legal Doctrine Thrives on Skepticism, 90 DENV. U. L. REV. 77 (2012).
children’s story books—a sort of child’s mind creation.\textsuperscript{33} Several sentences after, he wholeheartedly declared that “[w]hatever may be said, it is undoubtedly the general opinion that the field of legal liability is greatly cluttered by ‘proximate causation’ and that it needs to be cleaned up.”\textsuperscript{34}

Over the years, courts have tried to accomplish this goal. They attempted to provide legal certainty via legal tests and rules to evaluate the existence of proximate causation in negligence cases.\textsuperscript{35} In their reasoning, courts have stated that some damages, even if they pass the first hurdle in the form of the but-for test, will be considered too remote or unpredictable from the negligent act to be properly linked to the tortfeasor conduct. In the case of \textit{Ryan v. New York Central Railroad}, from 1866, the New York Court of Appeals stated that the negligent conduct of the defendant was not the proximate causation for the burning of the plaintiff’s house, located one hundred thirty feet away from the source of the fire.\textsuperscript{36} In this case, the plaintiff’s property caught fire after sparks from a train set fire to the defendant’s own woodshed and then spread to the plaintiff’s property.\textsuperscript{37} The question here focused on the remoteness of the damages. The court stated that one is “liable in damages for the proximate results of his own acts, but not for remote damages. It is not easy at all times to determine what are proximate and what are remote damages.”\textsuperscript{38} It further stated that the damages to the plaintiff in this case were not an \textit{ordinary}, \textit{natural}, and \textit{expected} result of the destruction of the woodshed.\textsuperscript{39} It treated the damages the plaintiff incurred as subsequent harms which depend on other factors (“such as the degree of the heat, the state of the atmosphere, the condition and materials of the adjoining structures and the direction of the wind”)\textsuperscript{40} over which the defendant has little to no control.\textsuperscript{41}

\textsuperscript{33} \textsc{Leon Green}, \textit{Rationale of Proximate Cause}, at (v) (1927).

\textsuperscript{34} \textit{Id.}


\textsuperscript{36} \textit{Ryan v. N.Y. Cent. R.R.}, 35 N.Y. 210, 210, 213 (1866). For a similar factual case, see Atchison, T. & S.F.R. Co. v. Stanford, 12 Kan. 354 (1874). There, the damages happened “three and one-half or four miles distant from the railroad track.” \textit{Id.} at 375. Unlike the \textit{Ryan} case, here the court concluded that “both upon reason and authority, that the damage is not too remote to be recovered.” \textit{Id.} at 376.

\textsuperscript{37} \textit{Ryan}, 35 N.Y. at 210.

\textsuperscript{38} \textit{Id.} at 210–11.

\textsuperscript{39} \textit{Id.} at 212.

\textsuperscript{40} \textit{Id.}

\textsuperscript{41} \textit{Id.}
The Ryan court also specified a slippery slope argument concerning insurance. This argument stated that if liability will not be limited by space and time, insurance companies will be entitled to reimbursement from a given defendant via a subrogation claim. From a policy perspective, this is an undesired result which will probably lead to defendants’ bankruptcy and the collapse of the industry market.

The rationales stated in Ryan are somewhat scattered and unclear. Different measurement terms are used to try and articulate the distinction between close and remote damages with no clear explanation. These include ordinariness, natural, expectations, and immediacy. It also seems that the court put special emphasis on the institution of insurance in evaluating the remoteness of a harm. Even notions of “directness” and “foreseeability” that have been discussed and added in later cases do not assist in creating a formulated distinction between harmful acts that are proximately related to the damages and those that are not.

With regard to foreseeability, which is considered an important doctrine in evaluating one’s negligent acts, John Fabian Witt has stated that whether a thing is foreseeable highly depends on the level of generality on which the analysis is applied, which can be subjective to the person conducting the analysis. It is accepted and agreed-upon that the specifics of the harm that happened need not be reasonably foreseeable. Meaning, “the exact harm need not be foreseeable. Rather, the harm need only be within the class of reasonably foreseeable hazards that the duty exists to prevent.” For example, if one intended only to break another’s nose but ended up putting him in a coma, his or her actions are

42. Id. at 217. Indeed, courts often consider the availability of insurance to potential defendants as they fashion new liability rules. KENNETH S. ABRAHAM, THE LIABILITY CENTURY: INSURANCE AND TORT LAW FROM THE PROGRESSIVE ERA TO 9/11, at 12 (2008).
43. Ryan, 35 N.Y. at 217 (noting, for example, the right an insurance carrier has to legally pursue a third party, such as a defendant, which caused an insured loss).
44. See id., 35 N.Y. at 216–17. For a broader discussion on this, see infra Section IV.B.ii.
45. For more criticism on this case, see infra Section IV.B.ii.
46. Ryan, 35 N.Y. at 211.
47. Id. at 217; see also Gary J. Valeriano, What’s Tort Got to Do With it: Proximate Cause and the Interpretation of Insurance Contracts, 24 FIDELITY L.J. 141 (2018). Today, courts draw the line of remoteness more broadly than was stated in Ryan. See Webb v. Rome, Watertown & Ogdensburgh R.R. Co., 49 N.Y. 420, 427, 429–30 (1872).
proximately linked to the damages. Furthermore, the law does not require that the manner which led to the harm be reasonably foreseeable.\textsuperscript{51} Meaning, the general character of the event or harm should be foreseeable, but not the precise nature or manner of occurrence.\textsuperscript{52} Little has been decided and established by the courts beyond that.\textsuperscript{53}

Foreseeability is also a key issue in the context of the “eggshell skull” doctrine, which may be an important part of the proximate causation test. This doctrine states that the defendant takes the plaintiff as she finds him.\textsuperscript{54} Even if the plaintiff has specific vulnerabilities which are unforeseeable, the defendant will still be held liable for the damages caused. For example, in \textit{Benn v. Thomas}, a bruised chest and a fractured ankle eventually led to the plaintiff’s death due to a heart attack given the specific vulnerabilities the plaintiff suffered from.\textsuperscript{55} The Iowa Supreme Court stated that “[t]he eggshell plaintiff rule rejects the limit of foreseeability that courts ordinarily require in the determination of proximate cause.”\textsuperscript{56} This means that the defendant will be held liable for uncommon outcomes of personal injuries, which may be viewed as wholly unforeseeable.\textsuperscript{57}

Another attempt to better establish the meaning and application of proximate causation can be found in the “harm within the risk” test, which many scholars have hoped will assist in determining proximate causation when “directness” and “foreseeability” come too short.\textsuperscript{58} This test examines two different tiers, first if the plaintiff was among the class of people who could foreseeably be harmed, and second whether the harm inflicted was foreseeable within the class of risks. The Third Restatement embodies this test by asking “whether there is an intuitive relationship between the act(s) alleged and the damages at issue (that is, whether the conduct was wrongful \textit{because} that type

\textsuperscript{52} Bigbee v. Pacific Tel. & Tel. Co., 665 P.2d 947, 952 (Cal. 1983).
\textsuperscript{53} Cardi has discussed the fluctuation in levels of generality in the caselaw involving foreseeability, \textit{supra} note 16, at 1884–86.
\textsuperscript{54} See \textit{RESTATEMENT (SECOND) OF TORTS} § 461 (AM. L. INST. 1965).
\textsuperscript{55} Benn v. Thomas, 512 N.W.2d 537, 538 (Iowa 1994).
\textsuperscript{56} Id. at 539.
\textsuperscript{57} \textit{RESTATEMENT (SECOND) OF TORTS} § 461 (AM. L. INST. 1965) (“The negligent actor is subject to liability for harm to another although a physical condition of the other . . . makes the injury greater than that which the actor as a reasonable man should have foreseen as a probable result of his conduct.”).
\textsuperscript{58} Peter Zablotsky, \textit{Mixing Oil and Water: Reconciling the Substantial Factor and Result-Within-The-Risk Approaches to Proximate Cause}, 56 CLEV. ST. L. REV. 1003, 1005–06 (2008).
of damage might result." A common example for this test is that of an unlabeled container of poison placed on the kitchen counter. The harm within the risk test states that if someone eats the poison and is injured, proximate causation exists. However, if the poison explodes as a result of being put in the microwave, the test is not fulfilled and no proximate cause can be established. This test is rather uncommon today and it has been criticized as being focused on culpability, rather than on normative causation.

The definition of proximate causation as it was set in the Third Restatement is termed the “scope-of-the-risk” test, but has been coined the “risk rule.” This test is rather similar to the above “harm within the risk” test and essentially focuses on the particular risks that made the conduct negligent. For example, handing a child a loaded gun which causes damages by falling on someone’s foot does not pass this test. This is because the injury did not stem from the risk that made the conduct negligent. If an injury would have occurred because the child accidentally fired the gun, then the test would have been fulfilled and proximate cause would have been established.

There have been other attempts to formalize and create clear distinctions between remote and non-remote damages. For example, in 1920 Joseph Henry Beale gave the following explanation to when a harm is proximately caused by a negligent act, and when it is too remote:

If the defendant’s active force has come to rest, but in a dangerous position, creating a new or increasing an existing risk of loss, and the foreseen danger comes to pass, operating harmfully on the condition created by defendant and causing the risked loss, we say that the injury thereby created is a proximate consequence of the defendant’s act. . . . On the other hand, where defendant’s active force has come to rest in a position of apparent safety, the court will follow it no longer; if some new force later combines with this condition to create harm, the result is remote from the defendant’s act.

Jerome Frank strongly rejected and objected to this abstract and rather vague approach, which he termed “Realism”: “the vagueness of his vocabulary aids him to avoid recognizing contradictions and absurdities which his assertions involve.” Responding to Beale, Edgerton called to avoid creating specific rules and stick to a balance of considerations: “[W]hile logic is useful in the premises, it is inadequate; that intuition is necessary and certainty impossible.” Eventually, Beale’s approach, as well as the general tactic of casting concrete notions of proximate causation in advance, disappeared from legal discourse. Today, as Edgerton suggested, we are left with general rules of thumb, trying to explore the foreseeability of the damages and decide whether their occurrence was “natural,” “probable,” and “foreseeable.”

B. Intervening Factors

Courts have recognized several intervening factors that, as a policy matter, sever the link of causality between the negligent conduct and the damages. When these factors intervene, proximate causation is not established, and the defendant will not be held liable.

The Second Restatement refers to these factors as “superseding causes.” It specifically excludes criminal or negligent acts carried by a third party from being viewed as superseding causes if those acts were a foreseeable consequence of the defendant’s negligence or if the likelihood of those acts was the reason why the defendant’s conduct was negligent. The Third Restatement does not use the term “superseding,” but it reaches the same result. According to it, a defendant will be held liable for all damages that “result from the risks that made the [defendant’s] conduct tortious.”

At common law, it has been held that the following intervening causes are foreseeable, and therefore will rarely break the causality link between the act and the damage. These causes are subsequent medical malpractice, negligence

67. McLaughlin has also tried to enumerate a couple of guiding points in an article from 1925. James Angell McLaughlin, Proximate Cause, 39 HARV. L. REV. 149, 197–99 (1925). Another attempt was carried out by Carpenter in an article dived to three pieces aiming at suggesting workable rules for proximate cause. Charles E. Carpenter, Workable Rules for Determining Proximate Cause—Part I., 20 CAL. L. REV. 229 (1932); Charles E. Carpenter, Workable Rules for Determining Proximate Cause—Part II (Continued), 20 CALIF. L. REV 396 (1932); Charles E. Carpenter, Workable Rules for Determining Proximate Cause—Part III (Concluded), 20 CAL. L. REV 471 (1932).
69. Id. § 448; see also WITT & TANI, supra note 49, at 356.
70. RESTATEMENT (THIRD) OF TORTS: LIAB. FOR PHYSICAL AND EMOTIONAL HARM § 34 (AM. L. INST. 2010). In other words, the defendant is generally liable for all harmful results that are the normal incidents of and within the increased risk from the defendant’s actions.
rescue, reaction forces, and subsequent diseases and accidents.\textsuperscript{71} It has been well-established in common law cases that rescue care, even if negligent, will not be considered an intervening factor, as we wish to encourage bystanders to help people in danger.\textsuperscript{72} This means that as a matter of policy, according to Cardozo’s “rescue rule,” as it was set in Wagner v. International Railway Corporation,\textsuperscript{73} a causal link will not be severed if a rescuer attempts to help the plaintiff call for help. In these cases, a defendant should always foresee harm to a rescuer, and thus, proximate causation will always be established.

On the other hand, the following intervening factors can sever the causality link, depending on the defendant’s ability to anticipate them: negligence of a third party, criminal conduct of a third party, and an act of God\textsuperscript{74}—all of which will only be considered as intervening causes if they were not foreseeable. For example, a thunderstorm can be viewed as an act of God if it suddenly erupts with no prior forecast. However, if one has a duty of care towards another during a thunderstorm and he fails to warn him or her, he will be held liable. Building on this example, imagine that an employer and an employee are working in an open field together when a storm hits. The employer runs towards lower grounds because he knows he would be safer there. If he failed to alert his employee and, as a result, the latter was struck by lightning and injured, the storm is not viewed as an intervening act of God. Proximate causation will be established, and the employer will be held liable for the damage his employee suffered from.

These intervening factors limit the liability scope while heavily depending on foreseeability and other policy decisions that assert a normative causal link still exists even if a third party intervened. This is not a close list. In general, it has been stated that “[i]f the intervening act is extraordinary under the circumstances, not foreseeable in the normal course of events, or independent of or far removed from the defendant’s conduct, it may well be a superseding act which breaks the causal nexus.”\textsuperscript{75} Courts have also stated that these types


\textsuperscript{74} Understanding Torts, supra note 71, at 184; Peck, supra note 28, at 142–46.

\textsuperscript{75} Derdarian v. Felix Contracting Corp., 414 N.E.2d 666, 670 (N.Y. 1980); see also Watson v. Ky. & Ind. Bridge & R.R. Co., 126 S.W. 146, 151 (Ky. 1910) (“[i]f the intervening agency is something so unexpected or extraordinary as that he could not or ought not to have anticipated it, he will not be liable, and certainly he is not bound to anticipate the criminal acts of others by which damage is inflicted and hence is not liable therefor.”).
of questions, inquiring into what is foreseeable or normal, are usually the “subject of varying inferences.” 76 Whether it is the task of the fact finder to decide if proximate causation was established, or the task of the court itself, 77 it is wildly unclear how this decision should be made.

As is evident from the above recap, proximate causation is confusing. This doctrine is used by common law systems to somehow arbitrarily limit the scope of liability. In some cases, the judicial system follows specific policy rules, such as the rescue rule and the eggshell skull doctrine, which are more generally applied. But in other cases, it is hard to have certainty whether a certain remote or not-so-foreseeable damage is indeed too remote or unforeseeable to sever liability. This is where network theory can help.

III. NETWORK THEORY

Network theory is the study of symmetric or asymmetric relations between connected items. 78 This study is rooted in graph theory. 79 Some trace back the beginning of network analysis to 1735 when Swiss mathematician, Leonard Euler, solved the “Bridges of Königsberg” question. 80 This question focused on whether one can walk across the seven bridges of the small German town of Königsberg without crossing the same bridge twice. 81 Euler created a graph of the town’s bridges and managed to solve this conundrum, leading to the birth of graph theory. 82 This theory was later applied in social contexts, 83 and slowly made its way into different aspects of science and life as an influential field of study.

Network theory focuses on information about the relationships between objects. 84 The theory describes the separate objects as nodes; in the case of tort law, a node can be a tortfeasor, a joint tortfeasor, a victim, an agent, a third-

---

76. Derdiarian, 414 N.E.2d at 670.
77. For more on the question of who should determine whether proximate causation exists, see Cardi, supra note 16, at 1898.
80. Vaidehi Joshi, Königsberg: Seven Small Bridges, One Giant Graph Problem, Medium (Mar. 27, 2017), medium.com/basecs/k%C3%B6nigsberg-seven-small-bridges-one-giant-graph-problem-2275d1670a12 [https://perma.cc/9V37-J87M].
81. Id.
82. Id.
83. Beginning with the work of Jacob L. Moreno. See Jacob L. Moreno, Who Shall Survive?: A New Approach to the Problem of Human Interrelations 10–11 (1934) (containing the foundation to sociometry, known today as social network analysis).
84. Newman, supra note 78, at 1.
party tortfeasor, a bystander, etc.\textsuperscript{85} The relationships and activities connecting these nodes are called edges.\textsuperscript{86} These two elements present a general view and understanding of the world as an infinite number of edges (i.e., connections) between nodes.\textsuperscript{87} Network theory focuses, \textit{inter alia}, on the degree of \textit{connectivity}, overall \textit{structure} (centralized, decentralized, or distributed), and \textit{properties} (robust or critical) of the network in order to analyze it and its features.\textsuperscript{88}

Network theory has proven itself to be a valuable instrument in different legal and nonlegal disciplines, and its unique features are also beneficial in the realm of tort law. Utilizing network theory when a tortfeasor inflicts damages can help us to better determine if legal causation is established.

This Part first provides an overview of this field of study and the different ways in which it has already been applied within the realm of the law. Then, it presents the basic features of network theory. The next Part will explore the ways in which network theory could be of assistance in examining the causal link between the negligent actions of a tortfeasor and the damages that ensued.

\textit{A. An Introduction to Network Theory and its Legal Applications}

The nodes and edges of a given network present a general view of the world, or a specific system within it, as an infinite or finite number of edges connecting nodes. This view allows us to analyze connected systems from a different perspective using different measuring features. An important feature of a network is its defined “boundary,”\textsuperscript{89} or the relevant nodes and edges in the network we are focused on. The definition of the network’s boundary is usually subjective in essence, and it depends on the perspective of the observer.\textsuperscript{90} In our case, the observer would be a judicial or administrative authority observing the tortfeasor’s negligent behavior which led to an accident.

\textsuperscript{85} Id.
\textsuperscript{86} An interesting question is what amounts to the creation of a link, i.e., edge. Was a link created between two passing cars if no accident happened? This Article assumes that a link was indeed created, but not one that involves questions of proximate cause, because no damage was caused.
\textsuperscript{87} NEWMAN, supra note 78, at 1–2.
\textsuperscript{88} Id. at 8–9, 147.
Networks can be characterized as directed or undirected systems. Directed networks have only a one-way connection between two nodes, while undirected networks have connections that move in both directions. The World Wide Web is an example of a directed system because links within web pages can run from page A to page B, but page B is not obligated to insert a link leading back to page A. Most simple networks, however, are undirected networks where the edges move in both ways, such as social networks where the interactions are mutual and bilateral. This is also the case in the vast majority of negligence claims, given that they are a result of physical or social interactions between a tortfeasor node and a victim node which led to damages.

Network theory is used in many disciplines, such as mathematics, biology, sociology, physics, economics, and finance. Some of its most well-known applications include the World Wide Web, the Internet, gene regulatory

91. NEWMAN, supra note 78, at 5.

92. Id. at 114.

93. ROBERT A. HANNEMAN & MARK RIDDLE, INTRODUCTION TO SOCIAL NETWORK METHODS Ch. 3 (2005) http://faculty.ucr.edu/~hanneman/nettext/C3_Graphs.html [https://perma.cc/E5UY-DGWT] (ebook). Other examples may include any bidirectional edges between neurons, biological reactions, etc. NEWMAN, supra note 78, at 104.


networks, and social networks. Network theory offers a wide set of tools in these disciplines and applications for analysis and scrutiny of a given network in an attempt to expand current research and develop future ones. This allows a better understanding of the ecosystems surrounding us.

In the legal field, legal scholars have researched and applied network theory in several legal analyses, and its appearance in the legal academic discourse has increased in recent years. For example, network theory has been used as part of a proposed model to tackle internet jurisdiction issues, to better understand corporations and their inner structure; to better regulate the intersection of intellectual property and antitrust laws; to study the structure created by case law citations; to better understand when one’s right to privacy has been violated because the information spread about an individual, which flows within the network, is considered to be public or private; as a tool to better determine secondary liability of a content supplier; as a method of regulating


99. For more examples of network theory applications, see NEWMAN, supra note 78, at 8.


104. Strahilevitz, supra note 98, at 988. The author attributes high importance to the future utilization of network theory in the discipline of law. “Understanding the relevant social networks helps us evaluate the need for legal regulation of private actors. Social network theory, in short, may lay the foundation for a second generation of interesting social norms scholarship.” Id. at 987.

the financial sector,\textsuperscript{106} in the field of contract law,\textsuperscript{107} in making regulation decisions about networked economies;\textsuperscript{108} in deciding whether patents fulfill the non-obvious requirement;\textsuperscript{109} in imposing liability on technological companies;\textsuperscript{110} and in modeling a tool for studying enforcement networks of governmental agencies.\textsuperscript{111}

Given its vast success in non-legal fields and across multiple disciplines, there seems to be a need for the further implementation of legal network studies.\textsuperscript{112} As I have written elsewhere, network theory holds great value in the tort context.\textsuperscript{113} Tort law is concerned with civil wrongs which do not arise from a contract and are derived from relationships, connections, and interactions transpiring between a tortfeasor node on the one hand, and a victim node on the other. In some cases, these nodes are complete strangers forced to get acquainted due to an event (e.g., a random car accident). In other cases, the nodes know each other to a certain degree, and the nature of their relationship stands at the heart of the damage which was caused (e.g., medical malpractice and duties of care enforced on owners and occupiers of land).

Many of the fundamental principles of the tort system can benefit from an analysis of the networks in which accidents occur. In addition to determining proximate causation and predictability, it can also help us decide whether the tortfeasor had a duty to act in a certain way toward the injured party given their relationship, which parties should be held jointly and severally liable, and even establish insurance schemes based on the connections and structure of the network in which an accident occurred. Our ability to visualize the connections between the relevant parties can enable us to determine the existence, or the lack thereof, of a legal nexus in a more accurate and nuanced manner.


\textsuperscript{112} Whalen, \textit{supra} note 94, at 539–40.

Before turning to discuss how network theory can help the evaluation of proximate cause, we must first understand what the features are that make network theory, as well as the pattern of a specific system, a beneficial tool when accidents transpire.

B. Network Theory Features

To measure and evaluate if proximate causation is established, it will be useful to consider three main characteristics of the network: connectivity, structure (centralized, decentralized or distributed), and properties (robust or critical). This subsection reviews these features and establishes links between them and our methodological proposal, with regard to the evaluation of a legal nexus between a tortfeasor and damages in a given accident network.

Connectivity of a node is the minimum number of nodes or edges that can be eliminated from a graph in order to isolate the remaining nodes. Put more technically, it “is the minimum number of node-disjoint (link-disjoint) paths between any pair of nodes.” Much can be learned from evaluating the connectivity level of a given node. For example, the position of an edge and its type (i.e., friendship, trading partners, authority, physical cables, etc.) can indirectly tell us about the strength of the connection, its centrality, and more. The feature of connectivity can tell us, inter alia, how quickly a new event (e.g., in the form of information) can spread or propagate throughout the system. The connectivity of a node is directly related to our next character of a system—the structure and the centrality of nodes.

114. Israel Koren & C. Mani Krishna, Fault-Tolerant Systems 110 (2007). For example, in a star graph, every node is only two links away from a fellow node, thus transmitting information is easier than in a circle, whereas the removal of one node can disconnect the graph. Thus, a star graph is considered to be more “connected.”

115. Id. at 142.


118. This will be answered by calculating the average degree of connectivity—the total number of edges divided by the total number of nodes in the system. See Systems Innovation, Network Theory Overview, YouTube (May 2, 2014), www.youtube.com/watch?v=-ekALBsCoxo [https://perma.cc/L2K4-PLEE].

The structure (or topology) of a network is the combination of nodes and edges in a given system.120 The structure depends on the way the relationships between the nodes were formed. The structure of a network quantifies the importance of a node, which assists us in identifying the centrality of specific nodes within the network. An example of the way we can use this feature is directly linked to the connectivity of a node by measuring its “degree” of connectivity, which stands for the number of edges attached to a single node. The most basic measure of centrality is the “standardized degree centrality,” which is the number of connections a node has divided by the total number of possible connections.121 Another important feature which accompanies the former measurement is the “eigenvector centrality,” which takes into account the connectedness of the neighboring nodes to determine its centrality.122 In applying network theory to the structure of the internet, for example, these two measurements would represent the “number of data connections a computer, router, or other device has”123 (standardized degree centrality), as well as the number of edges these connections have (eigenvector centrality).124 Nodes with the highest degrees within a network usually have important roles in the functioning of the system as a whole—and with great power comes great ability to inflict harm. Therefore, a node’s degree of connectivity can be a useful indicator to identify the system’s crucial elements. In many networks, there is a small, but significant, number of “hubs”—a node with an unusually high degree of connectivity.125 Another quantifiable feature is the “geodesic distance,” which measures the minimum number of edges one would have to travel to get from one node to another.126 This trait provides insights about the

120. Id. at 2; Guido Caldarelli, Scale-Free Networks: Complex Webs in Nature and Technology 34–35 (2007).


122. This method is highly utilized in search engines via the Eigenvector centrality method, which measures both how many edges a node has, and how connected the nodes it connects to are. This method ranks webpages based on the number of links that leads into a webpage, and the total degree of connectivity of other pages that link into them. This can give a general understanding of the importance of a specific webpage website. See Phillip Bonacich, Some Unique Properties of Eigenvector Centrality, 29 SOC. NETWORKS 555, 555 (2007); Luis Solá, Miguel Romance, Regino Criado, Julio Flores, Alejandro García del Amo & Stefano Boccaletti, Eigenvector Centrality of Nodes in Multiplex Networks, CHAOS: INTERDISC. J. NONLINEAR SCI., Sept. 2013, at 1–2, 8; Newman, supra note 78, at 169; Vasco M. Carvalho, From Micro to Macro Via Production Networks, 28 J. ECON. PERSP. 23, 36–37 (2014).


124. Id. at 169.

125. Id. at 9.

126. This is also known as the small-world effect, and in popular culture it is referred to as “six degrees of separation.” See id. at 9–10; Watts, supra note 95, at 39.
nature of the edges’ relationships between nodes and their mutual or non-mutual obligations and commitments.

Other structures of networks can be decentralized or distributed. A distributed system refers to a network in which the connections between the nodes were generated randomly, leading to a relatively even distribution of edges.\(^{127}\) In this system, the relative importance of any node is distributed across the system, and the existence of “hubs” is rarer than that of a centralized network. Similar to a distributed network, a decentralized network (also known as a small-world network) is also composed of randomized distant connections. It is generated by connected local clusters.\(^{128}\)

Different structures of a network lead to different “properties.”\(^{129}\) The key feature in this context is how robust or fragile a specific system is. Understanding the properties of a system can help us in designing and managing a system \textit{ex ante}. A decentralized system will usually be seen as more robust,\(^{130}\) given the fact that, even if we remove a node with a small to medium connectivity level, the system will still be able to function due to the disperse nature of the system. In contrast, while a centralized system may be more efficient, it is also considered more fragile.\(^{131}\) If we remove or affect even a single primary node (i.e., a node with a high degree of connectivity), this will likely have a large, systemic effect in a way that will severely limit the network’s ability to function.\(^{132}\) Whether a system is robust or fragile seems less critical in the context of this Article, given that accident networks in a negligence context happen at random and usually cannot be stopped, or planned, in advance. Also, our focus here is on the foreseeability or remoteness of damages that ensued in light of a negligent act carried out by a tortfeasor node. The properties of the network may assist us in evaluating the centrality and connectivity of the tortfeasor node on a micro-level, but given the inherent \textit{ex post} nature of the tort system, it cannot do much more.

\(^{127}\) Some nuances exist between a distributed network and a random one, which exceed the scope of this Article. See Random & Distributed Graphs, SYSTEMS INNOVATION, www.systemsinnovation.io/random-distributed-graphs/ [https://perma.cc/8T5Z-P3XJ].

\(^{128}\) Systems Innovation, \textit{supra} note 118.

\(^{129}\) \textit{NEWMAN, supra} note 78, at 9.

\(^{130}\) This is not always true and depends on the nature of the shocks within the system. For instance, in financial markets, decentralized systems are less capable of absorbing smaller shocks. See Enriques, Romano, & Wetzer, \textit{supra} note 106, at 365, 380.

\(^{131}\) Systems Innovation, \textit{supra} note 118.

Another relevant feature of a network relates to the weight of the edges, in what is known as a “weighted network.” 133 In these networks, a specific weight is assigned to the edges among the nodes. 134 This weight indicates the strength of the node and can represent its intensity or capacity. 135 This enables us to further evaluate a node’s strength, on top of its centrality, by evaluating its edges and their assigned weight. 136 In this context, a node’s strength will be the sum of weights assigned to edges which are connected to that node. 137 This is based on the fact that not all edges have the same capacity, and that an edge’s weight provides a differentiation measure for its strength, intensity, or capacity. 138 For example, in a social context, the strength of relationships in a social network can be viewed as a function of their duration, emotional intensity, or intimacy. 139 These features will help assign an edge’s weight. In a non-social context, the assigned weight refers to the function or behavior performed by a specific edge, for example, the amount of traffic flowing in a transportation network. 140 Given that negligence claims are based on social situations and interactions gone wrong, a node’s strength is an important feature to consider when we evaluate a specific node’s ability to foresee damages based on the intensity of the edges belonging to it.

Once an accident has occurred, we can analyze the features described above in a specific accident network to better understand the connections between the relevant players (i.e., nodes), the nature and strength of the connections between them (i.e., edges), and the importance and significance of each in the system and as part of the whole network. The visualization and analysis of an accident network is made possible by using these instruments and pre-defined traits as part of our effort to better understand the system, so that we can better evaluate the existence of legal causation, or lack thereof. Considering these different characteristics of a network is imperative to the creation of efficient, well-thought-out policies and a more accurate and just application of our existing

136. Id. at 3748.
137. Id.
139. Granovetter, supra note 116, at 1361.
legal doctrines. The next Part will draw the relationship between utilizing network theory analysis, the features we presented, and the application of proximate causation doctrine.

IV. APPLYING NETWORK THEORY TO PROXIMATE CAUSE

Given the uncertainty stemming from the different approaches and tests the common law system has developed over the years in an attempt to examine the existence of proximate causation, a more concrete, yet flexible, tool is needed. This Article proposes such a tool: network theory. It does so by examining the “Accident Network” created in each case with a plaintiff node (victim) on the one hand, and defendant node (tortfeasor) on the other. The visualization of the nodes and edges involved in an accident, as well as their features, will provide a strong basis to decide whether proximate causation is established in a given negligence case. This will also consider policy decisions with regard to intervening factors and the eggshell skull doctrine. This Part will first set the stage for evaluating an Accident Network; then, it will demonstrate the value of this Article’s proposal by analyzing seminal common law cases, as well as new technological scenarios, using network theory.

A. Setting the Accident Network Stage

First, it is important to note that network theory does not offer a completely objective tool to examine an accident. Subjectivity still plays an important part as it does in other aspects of the common law system. Assigning weight to edges and evaluating a node’s centrality are still rather subjective tasks. It is also not desirable to strictly evaluate proximate causation using solely objective measurements, since there is great value in the flexibility of the proximate causation analysis, as its evaluation is bound to change with time. Damages that were once unforeseeable or too remote can be viewed differently with time given today’s network economy, or as Castells calls it, “network society.”

Because we are much more connected, our ability to inflect damages upon each other is greater, and thus damages that were once too remote or unforeseeable are not necessarily viewed as such today. The great value network theory has to offer in the context of the proximate causation doctrine lies in the fact that it


142. This is especially true in the context of automated devices. See, e.g., Leon E. Wein, The Responsibility of Intelligent Artifacts: Toward an Automation Jurisprudence, 6 HARV. J. L. & TECH. 103, 107 (1992) (“[A]utomated devices generate liability of a different order or degree than humans performing an equivalent task . . . .”).

143. For more on this, see Lior, supra note 113, at 1122–23.
provides well-founded and agreed-upon measurable features, which should be examined in a given scenario to determine the remoteness and foreseeability of a damage ensued vis-à-vis a negligent conduct.

Second, it is important to discuss the boundary of a given Accident Network. In addition to the tortfeasor node(s) (defendant(s)) and parallel victim node(s) (plaintiff(s)), other relevant nodes might also be a part of the Accident Network, having connections with the above nodes. These nodes are also most likely connected among themselves in various degrees and for various purposes. Since the Accident Network cannot be infinite, the tortfeasor and victim nodes will define the boundary of the Accident Network depending on the relevance of their neighboring nodes and the nature of their edges.\footnote{144} Not setting such a boundary would undermine network theory’s ability to serve as a valuable instrument to help establish or disprove the existence of proximate causation. Boundaries can also be too strict, however, by using a pre-defined and rigid number of edges or nodes. Each Accident Network must be evaluated and delineated in a way that ensures only relevant nodes and edges are considered as part of it.\footnote{145} This is the network theory embodiment of the level of generalization applied on a given accident Witt discussed.\footnote{146} This Article chooses not to limit the boundary of a given Accident Network in order to ensure that whenever damages occur, network theory can assist. However, this Article argues that visualizing the network itself will restrict the entity making the decision from applying too wide a level of generalization.

Finally, some may view the usage of network theory as just a more elaborate and fanciful way to apply the “zone of danger” rule.\footnote{147} This rule is applied when a negligent infliction of emotional distress tort is brought to court.\footnote{148} Similar to proximate causation, this rule aims to limit the liability of the defendant only to those who were “placed in immediate risk of physical harm” by the defendant’s negligence and “frightened by the risk of harm.”\footnote{149} In a way, the usage of network theory essentially analyzes the zone of danger in a given Accident Network. However, unlike the strict “zone of danger” rule, network theory does not only observe the physical location of the plaintiff to

\footnote{144. See supra notes 78–88 and accompanying text. As mentioned above, this will probably be determined by the judicial or administrative authority examining the accident.  
145. The boundaries can also be defined to specific relevant events.  
146. See Witt & Tani, supra note 49, at 346–47 and accompanying text.  
147. For this test in the context of Palsgraf, see John Pothier, Palsgraf v. Long Island Railroad Edinigm, YOUTUBE (Sept. 30, 2013), www.youtube.com/watch?v=yI93BePfrs4&ab_channel=JohnPothier/ [https://perma.cc/5XQ6-YNB8].  
149. Id. at 816; see also Zone-of-Danger Rule, BLACK’S LAW DICTIONARY (7th ed. 1999).}
see if one was “placed in immediate risk of physical harm.”\textsuperscript{150} Rather, it reviews other important elements and features of the network, including various policy considerations, to help determine whether liability should be limited.

**B. Applying Network Theory Features**

The features discussed above, focusing on connectivity and structure, move upon a wide spectrum. Deciding where in that spectrum a given Accident Network lies will enable different stakeholders, such as judges and juries who operate in a common law system, to make more justifiable and grounded decisions while evaluating proximate causation. The higher connectivity level a node has, the more it is able to inflict harm upon its surroundings and, therefore, the more it is foreseeable that its negligent conduct will lead to damages. This also helps in evaluating the remoteness of the damages; the more connected a node is, the more the damages it causes can vibrate throughout the system. This means a tortfeasor node may not evade legal liability for damages caused to remote nodes. On the other hand, if a node has a low connectivity level, its actual ability to cause damages to remote nodes is low and therefore unforeseeable, or at the very least less foreseeable. Thus, the proximate causation test will most likely not be fulfilled.

Furthermore, while examining the structure of an Accident Network, it can be seen that the more it is centralized around the tortfeasor node, the more likely it is that the damages it inflicts are foreseeable. This is due to its strength, and thus its ability to inflict harm to its neighboring nodes. The more central a node, the more connected it is. Thus, directly evaluating a centralized Accident Network relates to our previous analysis concerning the tortfeasor’s level of connectivity. However, if the network is a distributed one, it is less likely that any specific node, including the tortfeasor node, has the necessary characteristics to inflict damages that can vibrate through the network and foreseeably cause remote harms. The same can be said with regard to a decentralized system. In this system, the existence of small clusters leads to the fact that a given damage is less likely to be foreseeable if it is inflicted upon a node that lies beyond the small cluster itself.

The strength of the nodes within the Accident Network is a good indicator of their centrality and connectivity levels. It is important to evaluate the strength of both the tortfeasor and victim nodes to help establish predictability of the damages. As stated above, the weight assigned to an edge connecting two nodes is inherently subjective based on the viewers’ (i.e., decisionmakers) perceived relationship taking into consideration its intensity, and in the context of

\textsuperscript{150} See Pothier, \textit{supra} note 147.
proximate causation, its ability to foresee the harm that was negligently inflicted. Given that a node’s strength is the sum of weights assigned to edges connected to it, the “heavier” a node is, the more potential and ability it has to inflict damages upon far nodes, which is foreseeable due to its relative strength compared to other nodes within the network. The “lighter” a node is, the less likely we can hold it liable for a remote damage given its low level of connectivity and centrality within the Accident Network. To more clearly illustrate this analysis, the following subsections present the Accident Networks of the seminal cases of *Palsgraf* and *Ryan*.

i. *Palsgraf*

The Accident Network of the *Palsgraf* case should include at least the two guards who were sued in the original case (Guard A and Guard B), as well as Palsgraf (P), and the Passenger carrying the package of fireworks (Passenger). These four nodes were chosen to constitute this network given their substantial roles in the factual background, as described in the case, leading to the damages. Other nodes can also be added, such as the Railroad Company, other passengers that were on the platform at the time of the accident, and so on. However, it seems these nodes are unlikely to contribute to the analysis as the main edges we are interested in are the ones relating to the creation of the damage between these four main nodes. Therefore, the Accident Network should look like this:151

![Accident Network of *Palsgraf*](https://perma.cc/2ZG5-9Q9F)

Palsgraf (P) is physically positioned in a distance from where the negligent act took place, on the rail while the Passenger was trying to board the train. The

---

151. This network was created using [GRAPH ONLINE](https://perma.cc/2ZG5-9Q9F).
edges connecting both guards to the passenger, as well as to the plaintiff, are characterized by their duties as guards hired by the Long Island Railroad Company, the defendant in this case. The edges connecting them to the Passenger are assigned the weight sixteen, and are therefore four times heavier than the weight assigned to the edges between Palsgraf and the guards (4). This is because the guards’ physical location, as well as the fact that they were offering assistance to the Passenger at the moment the damage occurred, indicate that the nature of the relationship between the passenger and the guards are more significant than that between them and Palsgraf. The guards’ ability to cause damages to the Passenger is greater and more expected than that of Palsgraf. Given the fact that the guards were unaware of the content of the passenger’s package, their reasonable foreseeability of causing harm, other than the harm that might have been caused to the Passenger himself, is low.

This is also true from the perspective of the Passenger. The weight assigned to the edges connecting him to the guards (16) is double the weight which was assigned to the edge connecting him to Palsgraf (8). This is because it is more foreseeable that the passenger, well aware of being in possession of explosives, will cause damages to the guards positioned near him, rather than Palsgraf standing on a different platform. Nonetheless, the fact that it is less foreseeable does not mean the passenger cannot be held liable for Palsgraf’s damages. It only means that, relative to the damage that may have happened to the guards, the chances of Palsgraf being hurt are less expected. The actions of the Passenger running to board a train with a package of fireworks wrapped in an unmarked manner are highly likely to inflict damage upon the passenger’s surroundings. In the above network, this is indicated by the thickness of the passenger’s node vis-à-vis his neighboring nodes. This represents its heavy weight, and as a result, its centrality and significant ability to inflict damages upon connected nodes.

It is true that the above weights assigned to the edges connecting all four nodes in the system are rather arbitrary, but it is important that they will still be relative to each other. In other words, the potential damages the Passenger might have inflicted on the guards would have been foreseen as more significant than that inflicted on Palsgraf. For this reason, the weight assigned to the edges connecting the Passenger to the guards is double that connecting the Passenger to Palsgraf. Though the relative weights of these two edges ultimately involve some subjective reasoning on the part of judges and other decisionmakers, still the initial assignment of a specific number as the weight of an edge should be based on an analytical factual analysis. This is routinely carried out by judges and juries and is an inherent part of their role.

In this case, the physical location of the nodes on the train platform in relation to each other plays a vital role in the assignment of their edges’ weight.
This is because it is inherently connected to a node’s ability to pinpoint foreseeable victims of their negligent actions and proactively eliminate or minimize the possibility of causing damages. If a node is not in possession of dangerous instrumentalities that can inflict damages on nodes situated far from it, such as the Passenger’s fireworks, public policy, as well as common sense, does not compel it to foresee that his actions may perpetuate to a long distance. Thus, location is a key feature in the factual analysis and weight assignment of the Palsgraf Accident Network.

The Palsgraf Accident Network above shows that proximate causation may have been established with regard to the Passenger itself, but less so with regard to the guards, and as a result, the Railroad Company. This does not necessarily mean, however, that the Passenger is the only liable party. It could have been established that the Passenger and the guards were jointly or severally liable for the damages Palsgraf suffered and were assigned a relative attribution of liability to each node based on its features within the network. Either way, the above network has enabled us to see more clearly the foreseeability level of each node that their actions will lead to Palsgraf’s injury.

ii. Ryan

The Accident Network of the Ryan case should at least include the source of the fire (the Railroad Company (D)) and the node who suffered damages (Ryan (P)). However, given the unique circumstances of the case, focusing on the physical proximity between the source of the damages and the damages that eventually ensued, it seems vital to add additional nodes. Two other nodes in the form of adjacent buildings (Building C and Building D) were added to the network to help evaluate the remoteness element of proximate cause. Thus, the Accident Network should look like this:

![Accident Network Diagram]

The Railroad company (D) is located one hundred thirty feet away from Ryan’s (P) building which was damaged as a result of a fire caused by the negligent conduct of the railroad company. This Accident Network assumes that the further a building is located from the railroad, the less foreseeable it is
that the building will be damaged by the negligent act (i.e., catch fire and disintegrate). In the above Accident Network, this diminished foreseeability is embedded via the weight of the edges assigned, which decrease by half the further the building is located from the source of the negligent conduct.\textsuperscript{152} For example, given the close proximity of Ryan’s property to the Railroad’s woodshed, the edge connecting them was assigned the weight of 60. The weight assigned to the edge between the woodshed and Building C was reduced by half to 30, and the edge to Building D was reduced by another half to 15. Furthermore, the weight assigned to the edges between Ryan and Building C, as well as Building C to Building D, is only 10, embodying the low foreseeability of damages inflicted between those nodes given their noncommercial business nature. Because Ryan is located remotely from Building D in comparison to Building C, the assigned weight to that edge is half of that (5). As was elaborated in the above \textit{Palsgraf} analysis, the numbers behind these weights are arbitrary, but they are relative to each other, thus embodying the different foreseeability levels each of them represents with regard to inflicting potential damages upon neighboring nodes.

The weight of the edges, as well as the strength of the nodes,\textsuperscript{153} can embody policy considerations such as the existence of insurance. Insurance has been mentioned by the \textit{Ryan} court as a relevant component to be evaluated as part of the proximate causation test.\textsuperscript{154} If the owner of Building D, or even the Plaintiff himself, has a property insurance policy, this can be taken into account to determine if we wish to hold them liable for a specific harm.\textsuperscript{155} This is because insurance is a significant risk hedging mechanism of important value in today’s society. Making decisions that might hurt the role of this tool as a risk hedging institution should be considered as a policy matter when evaluating liability.\textsuperscript{156} However, it is important to note that in 1866 when the case was decided, third-party liability insurance was not offered by insurance companies as it was considered to be against public policy.\textsuperscript{157} The court stated that holding the railroad company liable would “create a liability which would be the

\begin{itemize}
  \item \textsuperscript{152} Similar to the \textit{Palsgraf} Accident network, the physical location of the nodes plays an important role in this network as well. This is because the location of the nodes is indicative of the possibility of them catching fire from each other.
  \item \textsuperscript{153} Indicated in the above graph via the size of the node.
  \item \textsuperscript{154} \textit{Ryan} v. N.Y. Cent. R.R., 35 N.Y. 210, 216–17 (1866).
  \item \textsuperscript{155} Decisionmakers might opt to find a defendant not negligent (i.e., “less liable”) so her insurer will be responsible for paying the damages, and not the defendant herself. Otherwise, defendants will be held responsible to pay for damages they cause, and insurance may become irrelevant.
  \item \textsuperscript{156} For more on insurance, see Anat Lior, \textit{Insuring AI: The Role of Insurance in Artificial Intelligence Regulation}, 35 HARV. J.L. & TECH. 467 (2022).
  \item \textsuperscript{157} ABRAHAM, \textit{supra} note 42, at 19.
\end{itemize}


destruction of all civilized society.”

It is unclear, however, whether the availability of liability insurance would have changed the “one-building” rule adopted in Ryan and its analysis of “remoteness.”

Analyzing the Ryan Accident Network from a factual perspective, its visualization helps us account for the different nodes in place and evaluate the centrality and strength of the tortfeasor node, the Railroad, and therefore the foreseeability of it inflicting harms on connected nodes, near and far. It seems as though the Railroad’s activities and operation of business within its woodshed were foreseeable to cause harm to adjacent property given their nature—engines operations for commerce purposes. This is the main criterion in assigning the highest weights to edges connecting the Railroad to neighboring nodes. Thus, its ability to inflict damages was substantial and expected, and the court’s decision that the damage was too “remote” was a misconception in nature. This can be seen by the thickness of the Railroad (D) node and, as a result, its centrality in the network. Hence, the court erred in deciding the damage was too remote or not the “natural and expected” result of the destruction of the woodshed. The Railroad company should have been held liable for the plaintiff’s damage.

This case has been heavily criticized throughout the years. Abraham described it as the “poster child for a long-running dispute over the extent to which tort law in the nineteenth century largely served economically powerful interests, subsidizing industrial and commercial growth at the expense of the individuals who suffered accidental physical harm.” The Accident Network above aligns with this common critique by showing that an analysis focusing on the features of the nodes within the network leads to the conclusion that proximate cause did exist between the defendant’s negligent act and the damages. It seems as though the policy considerations the court injected into the proximate cause test are disputable in nature.

The network theory analysis of the Palsgraf and Ryan cases enables decisionmakers to reason their evaluation of proximate causation in an accessible way. Network theory is not aimed at preventing subjectivity on the part of the decisionmakers. It adds a much-needed layer of reasoning to the process of decision-making. It also acts as an accountability instrument to ensure the reasoning aligns with a holistic analysis of the Accident Network,

158. Ryan, 35 N.Y. at 217; Abraham, supra note 42, at 19.

159. Abraham, supra note 42, at 18; see also Morton J. Horwitz, The Transformation of American Law, 1780–1860 (1977); Lawrence M. Friedman, A History of American Law 351 (3d ed. 2005) (claiming that the Ryan case exemplified how courts limited damages because “capital had to be spared for its necessary work”). For a different view, claiming that the Ryan case is only a minority, see Peter Karsten, Heart Versus Head: Judge-Made Law in the Nineteenth Century 101–06 (1997).
and if it does not, it compels an elaborated policy explanation as to why we should diverge from it. This explanation is bluntly missing in the Ryan case. The process of evaluating a proximate causation question via the lens of network theory will essentially provide a safeguard mechanism, ensuring subjectivity is preserved, but is also audited. In Palsgraf and Ryan, network theory provides an important tool that diverges from the outcome that was reached in these seminal cases. That is not necessarily to say that they are “bad law,” but rather that they require an additional layer of explanation and justification in their discussion of proximate cause.

iii. Other Considerations

Network theory can also help accommodate different policy decisions with regard to intervening factors as well as the eggshell skull doctrine. The Accident Network, via the features of the edges, can account for intervening factors that have been adjudicated as such and do not sever the link of legal causation. In the rescue rule, for example, the nature of the edge connecting the rescue and the rescuer can be classified as one that does not sever the causality link as a policy decision, even if in fact the Accident Network suggests otherwise. The same is true with regard to the eggshell skull doctrine. If a plaintiff node possesses vulnerabilities that are unknown to a defendant node, these traits can be integrated into the Accident Network via the assigned weight of the edge connecting them and the strength of the nodes itself. This should be implemented even if no foreseeability was established due to a court’s policy decisions that the plaintiff takes his victim “as he finds” him or her. ¹⁶⁰

As mentioned above in the Ryan case, another policy decision that may be considered by courts is the existence of an insurance policy. For example, Judge Friendly has stated that “[i]f there were any way in which the doctrine could be manipulated so as to correspond with probable insurance that would be fine.”¹⁶¹ This element is external to questions of foreseeability and directiveness, but it does embody a policy consideration the court may view as relevant when trying to establish proximate causation. The implementation of network theory into their analysis ensures these policy considerations are properly fleshed out while examining proximate cause, especially when a purely factual examination leads to a different conclusion.

¹⁶⁰ See Section II.A.
¹⁶¹ DAVID M. DOREN, HENRY FRIENDLY: GREATEST JUDGE OF HIS ERA 309 (2012). See also Judge Friendly’s opinion in In re Kinsman Transit Co., 338 F.2d 708, 725–26 (2d Cir. 1964).
iv. Technological Implications

More modern examples of the application of network theory to evaluate proximate causation seem apt given the technological and social changes since Ryan and Palsgraf were adjudicated almost a century ago. There have been many technological developments since the era of Palsgraf and Ryan, and cyberattacks are a particularly useful example. Cyberattacks are common in today’s digital age.162 These can be carried out from afar and can involve multiple malicious entities located across the world.163 Network theory can be a great asset to mitigate the complexity and inherent remoteness of these situations and can provide us with a tangible tool to analyze a specific Accident Network. It is important to note that, in these situations, the hacker is acting with malice, and therefore a negligence theory is inapplicable with regard to the edge connecting them to the victim. However, a negligence claim can be brought against other nodes within the network acting as a gateway between the hacker and the victim. There are many methods to carry out a cyberattack.164 The below Accident Network describes a Man-in-the-Middle (MitM) attack. In this scenario, “a hacker inserts itself between the communications of a client and a server,”165 i.e., between two connected devices, such as a laptop and a Wi-Fi router. The hacker gains access to a victim’s sensitive information, such


165. Id.
as bank account and credit card information, which may lead to financial damages to the victim:

![Diagram of the Accident Network](image)

We have three nodes in this scenario—the Hacker (MitM), the User (Victim), and the Server which the victim is using. Usually, the server is provided by a commercial company. Unlike the Palsgraf and Ryan networks, here the physical location of these nodes is irrelevant and is of no value in assigning the weight of the edges. The nodes can be located anywhere in the world, so long as they have a connected device. Therefore, the weight assigned in this network is based on the nodes’ intention to cause harm to each other, as well as the nature of the relationships between them. This can include the legal and non-legal obligations and rights they owe each other, the intensity of their relationship (e.g., frequency of contact), and any prior interactions they might have had in the past.

The node between the User and the Hacker is assigned the weight of 80, given the malicious intent of the Hacker to inflict damages to the User (Victim). As stated, a negligence action cannot be brought based on this edge against the Hacker, but this Accident Network can help us decide whether such a claim could and should be brought against a third-party, in our case, the Server. The weight assigned to the edges connecting the Server to the Hacker and to the User highly depends on the unique circumstances of each case. If the Server is provided by a private company and it is paid for, the weight of the edge connecting it to the Hacker and the User should be high, given the expectations of the User to be protected by the Server, and the latter’s duty to provide a safe connection. Alternatively, if the Server is public, such as a free Wi-Fi router at a café, the weight assigned to the connecting edge should be low, as there are no expectations from the User, nor obligations from the Server, to actively prevent hacking. This also affects the weight assigned to the edge connecting the Server and the Hacker. The more a Server guarantees protection to the User, the more it is obligated to offer protection against the MitM. The Accident
Network above assumes that the User was hacked while using a public free Server. Thus, the weight assigned to both edges connected to the Server is extremely low, given the lack of protection this type of server offers to the User against the Hacker. Thus, in this Accident Network, it is unlikely that proximate causation could be established against the Server for the damages the User endured.

Another important technological development is the emerging technology of artificial intelligence (AI). This technology presents a salient challenge to the doctrine of proximate causation, as it is difficult to draw a legal nexus between the damages ensued by the AI entity and a human entity that can be held liable. It is often unclear what part the AI entity had in causing a harm. In cases where the AI entity caused the damages as a stand-alone actor, proximate cause and causal ambiguity are not usually an issue, as the scope of liability is mostly clear. These “stand-alone” cases refer to situations where there is no cooperation between an AI entity and a human in performing the former’s assigned tasks. Examples of such stand-alone cases include a fully automated vehicle operation, a fully autonomous security guard robot, and a hiring algorithm basing its decision on pre-defined proxies.

However, proximate causation might be difficult to prove given a causal uncertainty. This stems from the difficulty, in some cases, of distinguishing between damages with sufficient proximate cause between the injury and the AI entity, and those caused by others. These instances usually refer to damages caused by an AI entity which worked in cooperation with a human entity, including doctors aided by medical AI technology to set a harmful course of treatment or make a mistaken diagnoses, lawyers aided by AI software to

166. For more on this issue, see Anat Lior, AI Entities as AI Agents: Artificial Intelligence Liability and the AI Respondeat Superior Analogy, 46 MICH. HAMLINE L. REV. 1043, 1057 (2020); Lior, supra note 113, at 1111.


decide upon a wrongful cause of action, or investment consultants aided by algorithms in recommending a harmful route to invest their clients’ money. These cooperation scenarios should be a common feature in the years to come as AI technology continues to embed itself into commercial and social aspects of our lives. Network theory can be of value in these “joint causation” scenarios.

The below Accident Network describes a situation in which Doctor has made a mistaken diagnosis while being aided by an AI algorithm. As a result, Patient suffered damages. In addition to these three nodes, other nodes may be relevant to our analysis, such as the Programmer, Manufacturer, and Owner of the AI algorithm. Similar to the above cyberattack scenario, the weight assigned to the edges connecting all of these nodes highly depends on the unique circumstances of each case. These weights are determined by many factors, such as the scope of reliance Doctor had on the AI algorithm while making her decision; whether Patient was aware and consented to the usage of an AI algorithm; what is the applicable medical standard of care under the circumstances and whether Doctor deviated from said standard; was the mistaken diagnosis derived in part or in whole from an error made by Programmer or Manufacturer of the AI algorithm; were there protocols dictated by Owner of the AI algorithm (e.g., a hospital) on how to use it; etc. The conclusion of a proximate causation analysis will pivot on these important considerations.


The below network assumes that Doctor followed common practice in its decision-making process, but that he heavily relied on the output of the AI algorithm in making his mistaken diagnosis. Furthermore, it assumes that Doctor did not adhere to the protocols dictated by Owner of the AI algorithm, and that Programmer and Manufacturer made an error that contributed to the mistaken diagnosis carried out by the AI algorithm by 25%. The weight assigned to the edges in this scenario represent the percentage of contribution each node had to the final damage that occurred to the Patient. Therefore, the Accident Network should look like this:

![Accident Network Diagram]

Manufacturer and Programmer share a 25% portion of Patient’s damage in light of their error in programming and manufacturing the AI algorithm. Doctor contributed the remaining 75% portion in light of his heavy reliance on the AI algorithm and the fact he failed to adhere to the protocols dictated by Owner. Thus, no weight was assigned to the edge connecting Owner and Doctor. Had Doctor adhered to Owner’s protocols, we might have assigned it a portion of the blame given the fact its protocols failed to prevent Patient’s damage. Other edges in the Accident Network, such as the one between Doctor and the AI algorithm, are also weightless given the fact this Accident Network assigns weight based on one’s share of the damages. A different decisionmaker using this tool can decide to assign weight using a different criterion, such as the cooperation level connecting these nodes or their capability to inflict damage upon each other. Given a similar scenario, the network analysis would reach a similar result with regard to the nodes that should be held liable, and their share in the damages that ensued.

C. More than Juridical Contribution

The simple scenarios presented above illustrate the advantages of network theory to proximate causation evaluation. Although the damages may seem distant or not direct at first, given their remoteness and existence of other factors, the graphs enable decisionmakers to better understand the underlying
connections between the nodes in the Accident Network. Thus, the inherent features of network theory can aid decisionmakers to better evaluate the node’s ability and foreseeability to inflict damages upon their neighboring nodes. Focusing on the judicial branch, in comparison to traditional tests that common law courts use to evaluate proximate causation, network theory offers an additional layer of definitive measurements for evaluation. In this sense, its incorporation to the proximate causation doctrine will create a more nuanced, understandable, and accessible proximate causation evaluation process.

That is not to say the current traditional tests developed and used by the court system should be cast aside.\textsuperscript{174} Network theory should be used as a complementary instrument to court’s discretion, whether it is the judge or the latter’s instructions to the jury, in evaluating the existence of proximate cause.\textsuperscript{175} It enables these decisionmakers to more accurately assess and comprehend ambiguous subjective legal terms, such as foreseeability,\textsuperscript{176} predictability, and intervening factors, in a manner that allows them to reach a justifiable decision with regard to the existence of proximate cause. Furthermore, providing this tool to juries may enable them to understand more clearly the concept of proximate causation in light of their ability to visualize complex causation situations, and thus rationalize their decision in a more coherent way.\textsuperscript{177}

Besides the juridical contribution in applying a network theory analysis on proximate cause, other relevant decisionmakers can also benefit. These may include regulators and insurers. For example, regulators, and other policymakers, may choose to use network theory analysis to legislate new

\textsuperscript{174} For a review of the traditional tests, see infra Section II.A.

\textsuperscript{175} For more on the vast topic of judicial discretion, see AHARON BARAK, JUDICIAL DISCRETION (1989) and Richard S. Higgens & Paul H. Rubin, Judicial Discretion, 9 J. LEGAL. STUD. 129 (1980).


intervening factors based upon policy considerations embedded in network theory analysis. Regulators can decide that certain entities, such as massive factories or tech monopolies, possess a greater ability to inflict damages upon their surroundings and thus render their negligent actions as foreseeable, even if they are physically remote from the damages that ensued. It seems unlikely that regulators will legislate these types of elements ex ante, given the way our tort system currently works, and the vast discretion courts have in making these types of decisions. Nevertheless, regulators may choose to do so if a network theory analysis of a given Accident Network will show that creating such a rule is beneficial to society as well as the court system.

Insurers present an interesting beneficiary of network theory when offering first and third-party policies covering negligent behavior. Liability insurance policies, primarily Commercial General Liability (CGL), Directors & Officers insurance, Professional Liability insurance, and automobile insurance, indemnify their holders “against amounts owed due to legal judgments and settlements” that qualify under these types of policies. Liability insurance covers negligent acts of its holder that caused damages to first or third parties. Insurance companies can incorporate the study of network theory and its contribution to the evaluation of proximate causation into their policies. For example, given their expertise and economies of scale, insurers can analyze a vast variety of potential Accident Networks during their underwriting process with regard to a potential insured entity. This will enable them to more accurately calculate adequate premiums that reflect the scope and magnitude of

178. See, e.g., Van Loo, supra note 110, at 181.

179. E.g., this can be seen in the role Restatements have as secondary sources of law. These are published by the American Law Institute to clarify the law and help the courts interpret it, but not in lieu of their interpretation. See, e.g., Stephen D. Sugarman, Rethinking Tort Doctrine: Visions of a Restatement (Fourth) of Torts, 50 UCLA L. REV. 585, 586 (2002); Fred B. Helms, The Restatements: Existing Law or Prophecy, 56 A.B.A. J. 152, 152 (1970).

180. Many goals and subgoals of the tort system could be taken into consideration, such as risk distribution, deterrence, justice, judicial efficiency, etc. See, e.g., GUIDO CALABRESI, THE COSTS OF ACCIDENTS: A LEGAL AND ECONOMIC ANALYSIS (1970).


182. Neil A. Doherty & Clifford W. Smith, Jr., Corporate Insurance Strategy: The Case of British Petroleum, 6 J. APPLIED CORP. FIN., no. 3, 1993, at 3, 8. Insurance companies hold vast amounts of data regarding different Accident Networks which they have already dealt with in the past. This expertise, as well as their dominance in certain fields, such as the automobile industry, renders them a good candidate to use network theory in a nuanced way.

a potential harm that a specific entity can inflict on its surroundings, as well as the possibility that these damages will actually occur.\textsuperscript{184}

Implementing this analysis into the underwriting process, as well as the claim management process after an accident occurs,\textsuperscript{185} can provide a more accurate and fair coverage to the policy holder. This will lead to charging higher premiums from entities who possess greater potential to inflict harms on their neighboring nodes, and therefore be held proximately liable for their actions. In contrast, less central and connected nodes should pay a lower premium because their ability to inflict widespread harms is lower, and thus are less likely to be held the proximate cause of a harm.\textsuperscript{186} Similar to the judicial context, network theory should not replace the existing methods used by insurers and actuaries to calculate their premiums, rather, it should be used as a complementary instrument. Network theory analysis can help validate the accuracy of an offered premium considering all the relevant features of an insured entity in different plausible Accident Networks.\textsuperscript{187}

V. CONCLUSION

All the past is a part of the cause of every present effect.

–Judge Arthur G. Powell\textsuperscript{188}

The doctrine of proximate causation is a difficult one to master and apply. Its interpretation has been purposely left flexible by the courts, but too much flexibility may render it moot due to its embedded uncertainty. If we cannot

\textsuperscript{184} Lior, supra note 156, at 474.

\textsuperscript{185} Baker & Swedloff, supra note 183, at 1421.

\textsuperscript{186} It is important to note that different cultures have extreme differences in their connectivity levels. This leads to biases that would be exacerbated by the usage of network theory. This is not foreign to the field of actuarial science and is already an issue with current premiums calculation. See, e.g., Ronen Avraham, Kyle D. Logue & Daniel Schvarcz, Understanding Insurance Antidiscrimination Laws, 87 S. CAL. L. REV. 195, 198, 203 (2014). Network theory can offer an opportunity to deepen the discourse regarding these biases in an attempt to leverage this study to combat them.

\textsuperscript{187} Insurers are profit driven organizations who have an inherent incentive to reduce their insureds’ losses and damages. See, e.g., Daniel Schvarcz, Regulating Consumer Demand in Insurance Markets, 3 ERASMUS L. REV. 23, 32, 43 (2010); Omri Ben-Shahar & Kyle D. Logue, Outsourcing Regulation: How Insurance Reduces Moral Hazard, 111 MICH. L. REV. 197, 203–05 (2012). They are methodical and consistent in their operation, and thus have a lot to gain from implementing the study of network theory in their evaluation process. It should be noted that insurers, as a quasi-regulator entity, are not perfect and still require supervision. However, they do possess the tools to provide an important risk hedging instrument to society at large. See Lior, supra note 156, at 512, 518.

\textsuperscript{188} Atlantic Coast Line R.R. Co. v. Daniels, 70 S.E. 203, 205 (Ga. Ct. App. 1911).
know the scope of legal causation, how can we better adjust ourselves to be cautious in our everyday activities?

In Derdian v. Felix Contracting Corp., the New York Court of Appeals stated that the concept of proximate causation “has proven to be an elusive one, incapable of being precisely defined to cover all situations . . . This is, in part, because the concept stems from policy considerations that serve to place manageable limits upon the liability that flows from negligent conduct.”

In this case, the court also stated that “[d]epending upon the nature of the case, a variety of factors may be relevant in assessing legal cause. Given the unique nature of the inquiry in each case, it is for the finder of fact to determine legal cause . . .” But as we saw, that is no easy task.

Network theory can play a significant role in bringing new life to this olden doctrine. This is especially true given its recent resurrection in the form of statutory proximate causation, where federal courts have applied the common law idea of proximate causation to several federal statutes. Proximate causation is heavily entrenched in our legal system and, in some ways, it is even expanding. But times have certainly changed since it was created well over a century ago. We now have available different fields of study outside of the realm of law which can enable us to carry legal analysis with more ease and accuracy. Utilizing these non-legal measurements is essential for the growth of law studies and its progress, along with the advance of technology and globalization. The damages of the past are not the damages of today, and they will undoubtedly not be the damages of tomorrow.

Furthermore, unlike the damages of the past, current and future damages transpire in a new digital world where we are all connected. Given this enhanced interconnectivity, it is far more complex to successfully attribute liability to a specific entity, as we saw from the above cyberattack and AI Accident Networks examples.

Adopting the features offered by the study of network theory will equip stakeholders, such as judges and juries, to better identify, justify, and validate when the doctrine of proximate causation has been met. This is also true in other areas of tort law and in other legal disciplines as a whole.

190. Id.
191. See, e.g., Bank of Am. Corp. v. City of Miami, 137 S. Ct. 1296, 1299, 1306 (2017); see also Nicole Summers, Setting the Standard for Proximate Cause in the Wake of Bank of America Corp. v. City of Miami, 97 N.C. L. REV. 529, 532, 547 (2019); Sperino, supra note 26, at 1216.
192. See, e.g., BENKLER, supra note 96, at 1–2.
193. For example, in a pure comparative negligence case, network theory can assist the trier of fact in deciding the contribution of the plaintiff to the injury and the adequate reduction to their award.
well as practitioners and judges, should strive to incorporate non-legal fields into their legal analysis, including, but not limited to, network theory. It will ensure a clearer and just legal process and will enable our existing judicial system to tackle new and complex legal challenges as they arise. This Article has attempted to take the first step to accomplish this important goal.

---

In a modified comparative negligence, network theory can better-equip the trier of fact in deciding whether the 50% threshold has been crossed leaving the plaintiff with no compensation. See, e.g., David C. Sobelsohn, Pure vs. Modified Comparative Fault: Notes on the Debate, 34 EMORY L. J. 65, 67–68 (1985).